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	Reason for change:
	In section 6.7.2.4, there is an ENs to describe how to local DNS to identify the FQDN and to do the offloading: 

Editor's note:	It is FFS how the Local DNS server can detect which FQDN(s) are allowed for HR-SBO offloading. Usage of this configuration may not fit with HR-SBO.

Due to in agreed CR S2-2303660, in step 4a, if the DNS query does not match the FQDN range eligible for HR-SBO related offload, UPF in VPLMN delivers the DNS query via H-PSA through N9 and H-PSA delivers the DNS query to the DNS server of HPLMN. It means the UPF should have the capability to identify the FQDN. 

So, one of the possible way to solve this ENs is, the V-SMF configures the detection rule (FQDN or FQDN range) in V-UPF (that can route to local DNS server). The FQDN in DNS query from UE accords with this detection rule will be sent to local DNS server to local handle. The FQDN in DNS query from UE doesn’t accord with this detection rule will be sent to HPLMN to handle.

(In rev 2, the following contents are added: )
If the some of the FQDNs is not allowed to be resolved in the VPLMN, two way forward to solve this issue: 
The first option is, the DNS query will be sent to HPLMN to further resolved. In order to send the DNS query to HPLMN, the destination IP address of this DNS query will be changed to the IP address of H-EASDF. This option has the drawback that firstly, the H-EASDF also can not resolve the FQDN into a localized EAS IP address and the H-EASDF has to deliver the DNS query to public DNS server either. It will cause a long route to route the DNS query to HPLMN. 
The second option is, the DNS query will be sent to DNS server located in public network by V-EASDF. And the FQDN in DNS query will be resolved normally to the IP address as other non-edge specific FQDN. 

In order to solve this problem, one possible way is introduced. 
The HPLMN can indicate the FQDNs and how to handle this FQDNs to VPLMN. 
If some of the FQDNs are not allowed to resolved in VPLMN, the HPLMN can indicate that whether this DNS query should be rerouted to HPLMN or this DNS query can be routed to DNS server located in public network by V-EASDF via N6 interface as general DNS handle. 
The HPLMN may indicate some of the FQDNs should be reroute to HPLMN, and other FQDNs can be routed and resolved by public DNS server via N6 interface, like in Figure 1a.
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Figure 1a: Procedure for EAS Discovery with local DNS for HR-SBO roaming scenario



	
	

	Summary of change:
	The V-SMF configures the detection rule (FQDN or FQDN range) in V-UPF (that can route to local DNS server). The FQDN in DNS query from UE accords with this detection rule will be sent to local DNS server to local handle. The FQDN in DNS query from UE doesn’t accord with this detection rule will be sent to HPLMN to handle or route to DNS server located in public network by V-EASDF via N6 interface. 

The HPLMN may indicate to the VPLMN how to handle the FQDNs if not allowed to be resolved locally. 


	
	

	Consequences if not approved:
	Some of the FQDNs in DNS query may not be allowed to locally handle in local DNS server, and also local DNS server in VPLMN doesn’t know which FQDN(s) are allowed for HR-SBO offloading. 

All of the FQDNs that are not allowed to resolve locally will be routed back to HPLMN, and the destination IP address of DNS query will be replaced. The H-EASDF also can not resolve the FQDN into a localized EAS IP address and the H-EASDF has to deliver the DNS query to public DNS server either. It will cause a long route to route the DNS query to HPLMN.
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* * * Start of Change 1 * * *

6.7.2.4	EAS Discovery Procedure with Local DNS for HR-SBO


Figure 6.7.2.4-1: Procedure for EAS Discovery with local DNS for HR-SBO roaming scenario
EAS Discovery procedure with local DNS are corresponding with the procedure Figure 6.2.3.2.3-1. The steps 1 to 5 are the same as the steps 1 to 6 of Figure 6.2.3.2.2-1 with following differences:
-	SMF is replaced with V-SMF.
-	UE, (R)AN, AMF, ULCL/BP UPF, L-PSA UPF, V-SMF, Local DNS Resolver/Server are located in VPLMN.
-	UPF, H-SMF, C-DNS are located in HPLMN.
0.	The HR-SBO PDU Session is established. See the procedure in clause 6.7.2.2.
1,	ULCL/BP insertion. See the step 1 of the procedure in Figure 6.2.3.2.3.
2,	After ULCL/BP insertion is performed, the V-SMF sends new local DNS server address to the UE by performing PDU Session Modification procedure as in TS 23.502 clause 4.3.3.3 with following additions:
-	V-SMF sends Local DNS Server/Resolver to the H-SMF in the step 1a of the procedure as in clause 4.3.3.3 of TS 23.502 [3].
-	H-SMF sends the Local DNS Server/Resolver to be sent to the UE via PCO to the V-SMF in the step 3 of the procedure in clause 4.3.3.3 of TS 23.502 [3].
3.	See the step 4 of the procedure in Figure 6.2.3.2.3.
According to the VPLMN offload policy from HPLMN, the V-SMF configures the traffic detection rule that including FQDNs or FQDN range in V-UPF that can route to local DNS server. The FQDN(s) are allowed for HR-SBO offloading will be detected by the V-UPF and route to local DNS server, and the FQDN(s) are not allowed for HR-SBO offloading will be detected by the V-UPF and route to HPLMNeither the HPLMN DNS server (e.g.: H-EASDF) via H-UPF or the public DNS server via N6 interface.
NOTE: The HPLMN may indicate explicitly some of the FQDNs that are not allowed for HR-SBO should be route to HPLMN DNS server (e.g.: H-EASDF). For other FQDNs that are not indicate explicitly by HPLMN, they should be routed to the public DNS server via N6 interface by VPLMN.
4.	See the step 5 of the procedure in Figure 6.2.3.2.3.
If the FQDN(s) in DNS query from UE are allowed for HR-SBO offloading, this DNS query will be detected by the V-UPF and route to local DNS server to handle.
If the FQDN(s) in DNS query from UE are not allowed for HR-SBO offloading, this DNS query will be detected by the V-UPF and using IP replacement mechanism route to either the HPLMN DNS server (e.g.: H-EASDF) via H-UPF or the public DNS server via N6 interface.

5.	See the step 6 of the procedure in Figure 6.2.3.2.3.
Editor's note:	It is FFS how the Local DNS server can detect which FQDN(s) are allowed for HR-SBO offloading. Usage of this configuration may not fit with HR-SBO.

* * * End of Change * * *
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